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Record of processing activity No 15 — Atlas Platform

Title

Atlas Platform

Name and contact details of
controller

ECCC, Corporate Services, secretariat [at] eccc.europa.eu.

Name and contact details of
DPO

data-protection [at] eccc.europa.eu

Name and contact details of
Joint Controller

N/A
Note that EU-login (ECAS account), used for
identification/authentication to the HAN, is provided by European
Commission (DG DIGIT) directly (who acts as data controller to this
end).

Name and contact details of
processor

EC DG JRC, responsible for the design, development and maintenance
of Atlas, based on an agreement with the ECCC.

Purpose of the processing

The purpose of this processing operation is to map, categorize, and
visualize information on the Cybersecurity Competence Community
(Community) and its members and make it publicly available.

Description of data subjects

e Representative of an organization/company that has
submitted an application to the relevant National
Coordination Centre (NCC) to become member of the
Cybersecurity Competence Community (Community.

e Individuals that communicate with ECCC via Atlas Platform.
(contact form or email)

Description of data

categories

e Personal (contact) data of the representative of each
Community member, provided by the National Coordination
Centre (NCC) that assessed the relevant application, under a
data sharing agreement between the NCC and the ECCC: first
name, family name, position within the organization,
professional contact email and phone number. This data is
available via Atlas only to Community members.

e Communication via Atlas (contact form or email): First and
last name, email address, title/subject and content of your
message.

e Cookies: Atlas platform uses cookies in accordance with the
EC cookies policy.

e Technical information for security and maintenance purposes
(log files).

Time limits (for the erasure
of data)

e Contact data of the representative of each Community
member will be processed for a time period that equal to the
appointment of the data subject as a representative of the
Community member or the membership of the organization
as a member of the Community.
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e Personal data from communication via Atlas will be kept up
to a maximum period of one year.

e Cookies are retained as per the relevant EC cookies policy2.

¢ Technical information for security and maintenance purposes
(log files) are retained for 42 days.

Data recipients

Designated ECCC and processor staff. Data may become available to
bodies charged with monitoring or inspection tasks in application of
EU law (e.g. internal audits, European Anti-fraud Office — OLAF).

Transfers to third countries

No transfers outside EU/EEA are foreseen

Security measures -
General description

All personal data in electronic format (e-mails, documents, databases,
uploaded batches of data, etc.) are stored on the servers of the
European Commission. All processing operations are carried out
pursuant to the Commission Decision (EU, Euratom) 2017/46 of 10
January 2017 on the security of communication and information
systems in the European Commission.

Privacy statement

A privacy notice is available at Atlas platform.




